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1. &5 /BACKGROUND

BRERCHTIERDEFELETNIEDL BN DK OIDEBHAF v A ILDFELH T, BRAEDEE
HIEICHFSEOTNS,

The relevance of food fraud has grown over the last years, not in the least following several food scandals
that have led to reduced consumer confidence in the Food Industry.

BRBEDTAH(RR) OREAIEREEHFENELNGND, ZNIZENMNDLTERRELE EDVRIELZLTH]
BEMEDH D,

COEIBIRAIIE, BEEZEDBRCHMBARICE O TEEFRIINDIIENFEREIZEL,

SHEFEICEST, BRRHBEICEET DIRIIELUTOEIGEDNH D,

Although the driver of the food fraud act (cause) may be economic gain, it may nevertheless result in a
food safety risk.

Such a risk is very often caused by negligence or lack of knowledge by fraudsters.

For the consumer, food fraud-related risks can bel

a) BEENLGERELLURV HEENELIZERICESOENS (Bl RUBHBRELZLLOTATIVOYMILIADR
M. REBETFLILT U EDDTHEDRR) ;
Direct Food Safety risks: the consumer is put in immediate danger (e.g., the addition of melamine to
milk powder that results in an acutely toxic exposure; hiding of substances resulting in undeclared
allergens);

b) FENGERZLIRV RENGRBCLIO>THEENIRVIZESEND (fl:BERYTIAVNOEERRELAN
IO EFL, KYRHICHE>TEE. HAINIERELEWN),
Indirect Food Safety risks: the consumer is put at risk through long-term exposure (e.g.,elevated
levels of heavy metals in food supplements causing harm — or lack of benefit —over a more extended
period of time)

o) BEMMERTEVRY BEEN MENGERRLURIFEWNREEBROERERRGL).,
LHL., SHlE. ERN —HE) T RGO TWS A REEN DY, RHNBRDREEE R CEHAEo
ZEERLTNS,
Technical food fraud risk: there is no direct or indirect food safety risk (e.g.,misrepresentation of
country-of-origin information).
However, this indicates that material traceability may have been compromised, and the company is
no longer able to guarantee the safety of its food products.

BRA—A—I2EST, ZORBFHRHZEIEIKREN(J2—)L, B EHER FHEEDHOIRANMEE),

SHIZ HEEDERHEE, BEOHELTRABER(EV2—)E2RIESTRAIRTH S,

For food manufacturers, the economic impact can be high (e.g., recall, loss of sales, cost of rebuilding
reputation, etc.).

Additionally, consumer trust is essential, not only for companies but for the food industry (sectors) as a
whole.

FSSC22000 ZF—AlZlE, GFSI ERZFEHITH T, 2HAICEASIERBEDRSEUFTMEST. BRHBE
DB FICEAT HBIMEREIH 2.5.4 HEFEN TS,

The FSSC 22000 Scheme contains an additional requirement, 2.5.4, on food fraud mitigation, including a
food fraud vulnerability assessment applicable to all products, in line with GFSI requirements.

2. & /DEFINITION

FSSC AMEAT 2 ERHIT. GFSI RN FY—F UV EREIE 2020.1 ITEFNDIERITEDINTND,
The definition that FSSC uses is based on the definition included within the GFSI Benchmarking
Requirement 2020.1.

BRBEDERE:

HEBEEDEFICEEEZSZBAFEMEDDHE, HFHIF I EBRIELE, BiE. BIpEHE, B4, BipaZEAIL
INY2 D HZEHR, HENEEGICETT I 15 F/=(EFRIEFEL L DG D, B DR XA % EHE, B
HEA, E/ZEHBDBENE LS T SR (GFSI 2020.1)!

Food fraud definition:

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
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“A collective term encompassing the deliberate and intentional substitution, addition, tampering, or
misrepresentation of food, food ingredients, feed, food packaging or labeling, product information, or
false or misleading statements made about a product for economic gain that could impact consumer
health (GFSI 2020.1).

BaHNRRBELELRDIDIE. TOBEMEFNRETIR A TAOF—HHLNETENEHKICEI(ER
Mo HEELREICEBEESALSIETIERTHLIRTHD,

BWEERENLREDTHoY, AREENRLDTH oY, BliE 5 255D TH>YUT 5,

BRIAEICIEIE RAELIERIE#ADH D0, BRABZECIIERDZ7IO—FHARELLRS,

Food defense differs from food fraud in that the 1. BEHHRBALEEREA

motivation is not economic gain but an intent Figure 1. Intentional vs. unintentional adulteration ?
to cause harm to consumers or companies from | Intentional Aduleration
an ideologically or behaviorally motivated BRZEA
background.

The damage could be economic, public health,
or terror.

Since there are different motivations for food
defense than for food fraud, food fraud requires

Ideologically driven
Motivation is "THARM”
ATAOX—EF
kL "EE"

Food Fraoud
BiaE

a different approach. Food Food
Skl Defense
BRBEE, PEELERI-TERNDEEL, 5 FEEY RAB ]

IR BDTEFTRN,
LI, COREKEHELDIET, RELAEOH S

b, BRBEDKEEER/IRICHIZSIE Food Safety

NTCEZ Science basgd BERLRe
° . . Food barne illness
Food fraud is at least as old as ancient Rome RIS R iR I
and will never be eliminated entirely. BHhE
The actions taken shall minimize the TSRy SR P
*1: . nintentiona cciaenta uleration
vulnerability of food fraud by reducing BEEETARL | BARDEA

opportunities for fraudsters.

3. FSSC22000 R¥x—LEKREIF /FSSC 22000 SCHEME REQUIREMENTS
IN—) 2- BB 6 RDEBEZT S DEKREFIE

Part 2 — Requirements for organizations to be audited in Version 6

254 EqRBEDER (£7—FFI—>H73Y)
FOOD FRAUD MITIGATION (ALL FOOD CHAIN CATEGORIES)
2.541 BEF51EFHE,VULNERABILITY ASSESSMENT
R, LU R EITOEIFALEEE:
The organization shall
a) BHEHEEIEEFTEL, 5HE T 3/2012, BN ZmIZE I TRBHBLEDIEFMTMEERL, X
ZIET S, 35/

Conduct and document the food fraud vulnerability assessment, based on a defined
methodology; to identify and assess potential vulnerabilities; and

b) BEALHEGEIEIZR T BE LB T R E R VER T B, 7L, KR DE FHEFFAD 7Ot & KR
BEIRELGITAULTGSAL,
Develop and implement appropriate mitigation measures for significant vulnerabilities.
The assessment shall cover the processes and products within the organization’s scope.

2.542 51E[Z PLAN
a) Mz, BRFHEIZE DT, BT R FIEEREL, XEESNERRHGEEEZFL TG
e Y AN
The organization shall have a documented food fraud mitigation plan based on the output of the
vulnerability assessment, specifying the mitigation measures and verification procedures.

b) BRBEEREZIL, EHEIH, MDD FSMS TEMIFLITAIZELEEL,
The food fraud mitigation plan shall be implemented and supported by the organizations

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
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FSMS.

o) COFHEIZIL, BRSNS EFIZEEL, MEDBEFHLEAD IOt R NHBESREL, RETDILEEIZ
HFFLGIT UL Z0,
The plan shall comply with the applicable legislation, cover the processes and products within
the scope of the organization, and be kept up to date.

d) Z—FFz—>D7TY)FI DB EE, LEEICHA. BT TZ1 70 BB HE s HEFERT S_LF
EEIZL LT ULLS L0,
For food chain category F I, in addition to the above, the organization shall ensure that its
suppliers have a food fraud mitigation plan in place

4. EHEAZR./IMPLEMENTATION
FSSC22000 B RaE 8B ERFEOEREZIET D012, UTOEESEEHETS:

To assist in implementing the FSSC 22000 food fraud mitigation requirements, the following way of
working is recommended:

1) BRBEERRF—LEFRET S Establish a food fraud mitigation team;

2) BRBEOHEFMETHE(FFVA)£EEL. BOSHERNO IOt XS LU E RICBhEY 5B TN ESET S,
Conduct a food fraud vulnerability assessment (FFVA) identifying potential vulnerabilities linked to
the processes and products within the scope of the organization;

3) BEELEFEMUEERERT S; . Define the significant vulnerabilities;
4) BEEGFEHFMEICHT DB REREREREL, BIRL, EET S,
Identify, select, and implement appropriate mitigation measures for the significant vulnerabilities;

5) MEESMEETM, BIRR. REL. BLUEHREEFIEE. FSMS (CEMToN-BRABERRETEICXET 2.

Document the vulnerability assessment, mitigation measures, verification, and incident management
procedures in a Food Fraud Mitigation Plan supported by the FSMS; and

6) MRMGIESLPIZ2 =7 —LavBREREL. BRHBERHLTEEERET 5.
Develop an effective training and communication strategy and implement the Food Fraud Prevention
Plan.

BRRICELTUZ, PHFREEEFEROMAICRUBET BENDD,

In relation to mitigation measures, this needs to address both preventative and control measures.

R GFSI A"ERT2H0oWIEHEOERAE(ER. BEREMH, AN, BREEFEEINIVT HERIFER.
«.$KDEI' OL\—C&éhf r&%if (in/\ﬂfFE%(naji@%*@ Ej]l] E&é’\AJ 357— {ijﬁ%mﬁT)T H-—C&< *%nlb\m*}%&
b, IRBRIR. g, BRFELEZOMICKNL, Afr&h (REAME., SEMRGE) Mo HE S () THRAEEE)E
TOETRNTOHE RN T B,

M ATER 1 ESBOIL,

Note: address all types of food fraud defined by GFSI (substitution, addition, tampering, or
misrepresentation of food, food ingredients, feed, food packaging or labeling, product information, or
false or misleading statements made about a product) as well as unapproved enhancements,
misbranding, counterfeiting, stolen goods or others; address all products from incoming goods (e.g., raw
materials, packaging materials) to outgoing goods (e.g. (semi) finished product).

See Appendix 1 for more information..

FRITARERAE FESNEZITATOMEENEBNICEZETHILHMEN SO TIE BEWICEREICLS
A RDONDHITTERNENITETH D,

TEIETZADEBRHERETHENEETHD,

It is important to note that every vulnerability identified will NOT automatically be determined to be
significant and will NOT automatically be required to be addressed by a mitigation measure.
Identifying as many vulnerabilities as possible is important so they can be.

F= ML ENICEEET ZER ML, MBOCERICKRESBECNELEGEREED. BREIORBELLIZELLT D
ATREMEA DD EE REAICELNTHLZE,

BIZIE, FRICEFTNDIEARIE, BEEERSDERMEMELEEZZION TGN D1,

LE=doT FEAAVNDEIN G RELZERL. 7 ERAAUMRELEY THY, BRERNBE U THI_LEHERT
BENRRAIRTHD,

SN2 PN T4 TAT 4 AL BRERTHY | JALDOH B IER T
4/10



2023/11/05 JIF =P NT 42 7T 4 A
Also, bear in mind that vulnerabilities and their related severity can change over time, including when
significant changes occur in the organization and the industry.
For example, horsemeat in beef was not initially considered to be a vulnerability that required a control measure.
It is therefore, essential to conduct a regular review of the assessment to ensure that it is still relevant
and that the mitigation measures are appropriate.

BRBEDHSEMHTIMERET IRIZIE. LTDOLSBVKOODEREE EBLATNIEERDALN,
When conducting a Food Fraud Vulnerability Assessment, several factors shall be taken into account, such as
o BB (R ETAIERFNICEDRER BN ?)
Economic vulnerability (how economically attractive is fraud?)
s BEMT—R(BEICEEIENHHL. BEXRTHREETHORRE,EHHHEMN?)
Historical data (has it happened, or are there current developments/cases in the related industry?)
* R ATREME (B R HDORBS. BENGRY)—ZV 7 OFHE?)
Detectability (e.g., how easy to detect, routine screening present?)
 HISAFI—VIZHBITRRME BEEM, ERAE~NDTIEX,
Access to raw materials, packaging materials, and finished products in the supply chain.
¢ Y ISAV—LOBR(RWLMIZEELN, ARYNEANGE)
Relationship with supplier (e.g., long relationship or spot-buying)
s REPEEMICONTOMILEE/2—RFBEDOEERI AT AIZKDEREE (I CoC FREE)
Certification through an independent sector-specific control system for fraud and authenticity (e.g.,
chain of custody certification)

e HITSAFI—UDEHS (RS, [REM, HEAKEBICERE MIEINDSHHHRE)
Complexity of the supply chain (e.g., length, origins, and where the product is substantially
changed/processed)

BUIEHIMTENBIGEIZE. SHIZZLDOAIEEE R T HENTES,

EN FFVA 2/ E T 20DEXIET 2012, ZLOV—ILABEIN TS, ZD 1 DA SSAFE 3 THY, DY —
IVIZBERICFIATES,

GFSI EE2(&, 20 SSAFE 55ty — L& #HEEL TS, R4V AF > (HorizonScan) H% 7=, F|FHTES
BRABY—ILTHD,

Many more aspects may be taken into account as deemed appropriate.

A number of tools have been developed to assist companies in setting up an FFVA; one of them is SSAFE3,
this tool is freely available.

The GFSI Board endorses this SSAFE vulnerability assessment tool. HorizonScan is also another helpful
tool that can be utilized &

BRABEOR - BRI ELEE 02— BIEB Y AT ALY T4V =R (TAT—RRUNYIT—R)E, 1B
DRI —F 2 - AV )=V T ORELELYFS,

FELT BY HFEI2A—RARVEL—LDEIZI—IZHITEEETHNEEBAF—LICLDIY TV —REEO. KEY
EEZEIZHIT D CoC RN ZEITHND,

HARRK, 178 HIBEECA. BRMNT -0 EDBEREELT T4 F—rDOvEV T, FIRMEDEL Y —IL THD,
BB (FLEEOER)E, BGLANILETTRL BEEBL NV TRUBE T ERD RN EAIFRIZEL,
Supplier certification (forward and backward) by sector-specific control systems, which are specialized to
prevent or mitigate food fraud, can substitute their own analytical routine screening.

An example is supplier certification via a voluntary control scheme in the sector of fruit and vegetable
juices and purees 4 and chain of custody certification in the seafood industry.

Supply chain mapping, including factors such as socioeconomics, behavioral, geo-political, and historical
data, is a valuable tool to use.

Very often, food fraud prevention (or elements thereof) must be addressed at the business organization
level rather than at the site level only.

fessitz RIBHDIRIE "BLFEEDLIITEZD"

The key to assessing the vulnerabilities is: “think like a criminal.”

FFVA £EEd HBRICIE. £FTRERMBETIL—TT2IENRBOHON TS (FIAIE /DR RO LDTTA ).,
JIN—TRTERBHEEENMRFESNIGE, LUFMGOITARELRDIGELDHD.

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
5/ 10



2023/11/05 JIR =T g0 7 AT 42
When conducting the FFVA, it is allowed to group materials to start with (e.g., similar raw materials or
similar finished products).
When significant vulnerabilities are identified within a group, more in-depth analysis may be required.

BB EERT IR, RESN-EBENMESE ML, ZOEESHZTHTHLDLET D,

HACCP [ZFERILIZUR RN O REFER T HENTED(FIAIEL, REDATEEME X FER),

NI ML, BEDRREEICRITIEERERTHD,

IS031000 LVRI T ERAAVNEERET BIRICE BRI NEEELXELRYSS,
BARGHEIEMEICR T O2EBEEEREL. XEELATFIFESE,

When defining a mitigation strategy, the potential vulnerabilities identified shall be assessed for their
significance.

A risk matrix similar to HACCP can be used (e.g., likelihood of occurrence x consequences).
Profitability is a key factor in the likelihood of occurrence.

ISO 31000 could also be a valuable document to consider when undertaking a risk assessment.
A mitigation strategy for the significant vulnerabilities shall be developed and documented.

DAL, BN T X TOEFZDNT, BOBHLZEVAR AN AT LIZHESN, HAR—NARTFHIERSAN,
Thabb, IR RAEEER. YROAUNEL—LGEDI AT LERICNA, EBEEEE. RIDEH). BE. 2EL
B, 5. LHEORE. RIDEE. MENBIZEELHLDET 5,

The plan shall be integrated into and supported by the organization’s FSMS for all its products meaning
that it shall contain system elements such as training, internal audits, management review, etc., as well
as operational control measures, verification activities, corrections, and corrective actions,
responsibilities, record keeping, verification activities, and continuous improvement.

BREEEBOHFIICIE, [REM/TNIVIREE, HER, YT T4V —B&E. GFSI AERFLIIEARBLLRIAICHTIE=F
WAL BELUERBENEEND,

Il FSMS (&, At RFEEE. A VAVNEA—REICERBEODEBERLSHIDENDH D,

Examples of verification activities include origin/label verification, testing, supplier audits, third- party
certification against a GFSI-recognized or approved certification, and specification management.

In addition, the FSMS needs the inclusion of the food fraud mitigation element in policies, internal
audits, management reviews, etc

&2, ATT)-FIOEMIE, T T/ VDR GBEERTEEZREL TSI LEER T 2B ELDHD.

NF FTFAV—IZ HTFA VDR RGEERMETEEEREL TOONEINERER T DY T/ Vv — -7 7r—h
Iz @Kéﬁ if;\ *f7’7/f'\” @ﬁuu%&t%ﬂ +E®’€_—L itli"ﬂ’jﬁ/f“v A GFSI E(nlb\asf;lj:ﬁnlL,\L/f-nlb\uEé_f
EHELTNDIEDFINEERT D EICLO>THILT D ENTED,

In addition, Category FII organizations need to ensure that their suppliers have a food fraud mitigation
plan in place.

This can be established by having suppliers complete a supplier questionnaire confirming whether the
supplier has a food fraud mitigation plan in place, as well as requesting a copy of the supplier’s food fraud
mitigation plan or evidence of the supplier having a GFSI-recognized or approved certification in place.

2. HACCP, TACCP, VACCP M:ZL\(GFSI)
Figure 2. Differences between HACCP, TACCP, and VACCP (GFSI)

BRREREIRCAVIN AT L, /FOOD SAFTY MANAGEMENT SYSTEMS
BhEZe (HACCP) B (TACCP) BaAE (VACCP)
FOOD SAFTY (HACCP) Food Defence (TACCP) Food Fraud (VACCP)
BEREPTHEN /EBRENGTMY | EKEEADLE ERRADBIE
DEADIGIE Prevention of intentional Prevention of intentional
Prevention of unintentional / | adulteration adulteration
accidental adulteration
BHE TEME I TAOT—H I | BB
Food boene illness Behaviorally or ideologically | Economically motivated
motivated
\ 4 9 \ 4
INYT—F ZE Hes5 1%
HAZARDS THREATS VULNERABILTIES

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
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5. BmAagEEFT—LEHHFI# FOOD FRAUD PREVENTION TEAM AND TRAINING

BRIBEDEEMET EAAVNE, BEVEMNBEE T 2FEENLRTF—LWBIAE, 2T EH BE &
EE. PR, = RE)ICKIYEREND,

BRHBERRT—LOBERIE. HACCP F—LAYEBRHHEB T CAAVN — LAEIFERDATREEN S,
BRBEOERISHTIEBNEDICONT, F—LOBMIIFLEDICEILT DRIREMEL D D,
NEBOEFARNMBEIZRDIG5EDLHD,

The Food Fraud Vulnerability Assessment is performed by a multidisciplinary team with a wide range of
expertise (e.g., Security, Legal, Purchasing, Production, Research & Development, Regulatory Affairs,
Quality).

The composition of the food fraud mitigation team is likely to be different from that of your HACCP team
and Food Defense Threat Assessment team.

The composition of the team may evolve over time as the understanding of the food fraud opportunity
evolves.

External expertise may be required.

F—LDN—=U T HNRBETHD, HlAIE. BRGBEFLILS VIR 0E, BRBER EICEAT 2B OITTR—X
DOA—RERHILTWB(BRBERIE-O7 -N—=2 7 -MOOC=KFEABR AV F103—R),

Training of the team is required. Many training options are available, an example being Food Fraud
Prevention Think Tank which provides free web-based courses on food fraud prevention (Food Fraud
Prevention — Core Training — MOOC = massive open online course) 5.

6. B2& /AUDITING

BRHBEFERGIRITHY, HAPTREREANTREELIENEETHD,

BEERF. BRHBEOKSHMMTIMEFELTML. BRROEREINBU THI_LERIA T NETHD,

CHE BIZEU T OESIGERET D EICKO>TEMRT HENTEDD, CNLICRESNDEDTIEARLN:
Food fraud poses a significant risk, and it is important that around the globe, the food industry takes
action.

Auditors should assess the food fraud vulnerability assessment and identification and verify that the

implementation of mitigation measures is adequate.
This can be achieved by asking the following questions for example, but not limited to:

s BUGRENHMBEROF—LADHZIMN?

Is there a team with the correct competencies/knowledge?

* eSS M RHEAER B, XEESh TSN ?

Has a vulnerability assessment been performed and documented

* T RTOBAOHBI(BR, REFHY, FF, RROEFART, WABHE, NRCETSEBE-LRR
ERESBREBRDORE. BN, HEA, FEEEBORT) N RELR DN ?
Are all types of vulnerabilities covered (substitution, addition, tampering, or misrepresentation of food,
food ingredients, feed, food packaging or labeling, product information, or false or misleading
statements made about a product)?

 ME S MR DZRS (BIERRICHE TR ADERCEAL. BFNBHK. MEAIREMREEERLEZBEDT—4)?
Depth of the vulnerability assessment (historical data including consideration of current developments
or cases in related industries, economic motivations, detectability, etc.)?

* MM DAS (£ TORMBEDN—LE=A?)

Breadth of the vulnerability assessment (all materials covered)?

s MESHOEEMZ KIS S5 EMmILHDIDH ?

Is there a methodology to determine the significance of vulnerabilities?

s EALMEBUENRFESNISE . BRAZERGBNXE/ILINTNDA,

When significant vulnerabilities are identified, is there a written food fraud mitigation plan?

s B MAREEFEEOEREL. 1S022000:2018 F 9 B[ /NTA— 2V AFEMH |ITA>TEE SN TLND A,

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
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Is the performance of the food fraud mitigation plan evaluated in line with IS022000:2018 Clause 9 on
Performance Evaluation?

s SITFEEANICRES N, ZOEETBE I,

Is the analysis regularly reviewed, and is the frequency adequate?

* RRMIETF — LIZEFSN T SH (ISO 22000:2018 % 8.4 IH),
Is the emergency response team prepared (ISO 22000:2018 clause 8.4)?

o FEEDITNTH, MO FSMS(RL#k. AR DE. NEEEE. YR OAVNEA—LGE)IZHRMICET N, EfES
NTLLH,
Is all of the above effectively included and implemented through the organization’s FSMS (e.g.,
Records, awareness of people, internal audits, management reviews)?

M DLTIE, GFSI & A H M X Z pdf (mygfsi.com) EEFRIZ. LTFOYAMNDIXEEHEZRDIL,
https:/foodfraudpreventionthinktank.com/primers/

For further information, please review the documents on the following
site:httpsi/foodfraudpreventionthinktank.com/primers/ as well as the GFSI Food Fraud Technical
Document Food-Fraud-GFSI-Technical-Document.pdf (mygfsi.com)
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GFSI W& & 4% |SSAFEQ)IZ L5 ER GFSI FFTT O fl(3) B a0 —iRH
DFEHR Definition from SSAFE«©) Examples from GFSI FFTT () A ]
GFSI (1) Type of General Type of
Food Fraud Food Fraud
GERIN MEDBVEER D % IEDIEL | « SRR TRV RETHRUVKEE -, | NCEAY)
Dilution BAREREETHIIE, IKTED-ER Adulterant-
The process of mixing a liquid Watered down products using non-  [substance
ingredient with a high value potable / unsafe water (Adulterant)

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
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with a liquid of a lower value

AT HAINEEEDHET1— V' )—
FAITHRIRLED
Olive oil diluted with potentially toxic
tea tree oil

RE MECBVNERORAE=E—EE |+ OFELUMD—FEINHCERLIZED | NIYERAE K
Substitution % MMEOENEZORIDHSDE= | Sunflower oil partially substituted — |XA
(F—ENCBEHZ 2 TatEX, with mineral o1l Adulterant-
The process of replacing an R HDIVKDRE R INTE substance or
ingredient or part of a product of | Hydrolyzed leather protein in milk ~ |Tampering
high value with another
ingredient or part of a product of
lower value.
Rk BRERCHGOEREERT 7O - mRERT OISRV EVFE TSI | NME LSS A
Concealment X, =58 Adulterant-
The process of hiding the low Poultry injected with hormones to substance or
quality of a food ingredient(s) or | conceal the disease Tampering
produc * RIEFREL D=8 it B RS f=
BEGEER
Harmful food coloring applied to fresh
fruit to cover defects
RERDHE BROSEFEEEHDIDIZ, K | 22/ BEDMEE SH5T=OI TSNS | TR AF =K
Unapproved HOMPORPEDHMPERRIC | ATV Sh
enhancements |S{I09 524, Melamine added to enhance protein  [Adulterant-
The process of adding unknown | value substance or
and undeclared materials to food | * FEEFRIANIMIDER (R/ M ADA—4~ | Tampering
products in order to enhance BHR)
their quality attributes. Use of unauthorized additives (Sudan
dyes in spices)
TERTR ANFIRERD=HIZ/ \ir— |« SREARR, EER (R TH \EEHD) HEA
Mislabeling [CREBOEREEE T 50X Expiry, provenance (unsafe origin)  |Tampering
The process of placing false cPEEAA—T ZAER RSN =BF
claims on packaging for economic| AAREARZ—TF =X
gain. Toxic Japanese star anise labeled as
Chinese star anise
GRFINSNTZUH VIR
Mislabeled recycled cooking oi
BHBEE % [SSAFE V—I/ILOBEMREFN, * JERIS RERERROIRST FT—N—T e
#HEmL Outside scope of SSAFE tool. Sale of excess unreported products  |#&7L 4
Grey market KETSRFIZEVH TONEREHEE |Overrun, Theft, or
production/ ETES Diversion (4)
theft/diversio Product allocated for the US market
appearing in Korea
fis RFFIEERDDIZ, BRDT |« REMUARIFEN TLVVEWAREBRDD (&
Counterfeiting |[FURE, @I 7N LIE N | E—E& Counterfeiting
T HFREEE—T DL, Copies of popular foods not produced
The process of copying the with acceptable safety assurances
brand name, packaging concept, | * #HEF I —h/X—
recipe, processing method, etc. | Counterfeit chocolate bars
of food products for economic
gain.
175

(1) GFSI - tHRERLEA1=>T7F 7 /Global Food Safety Initiative

(2) SSAFE - N TOANZRE TR, N OFERIEOES%, /Safe Secure and Affordable Food For Everyone
() GFSIFFTT/ 00—/ NIVEBRRE( =S 7F 7 BiREEE 45324 /Global Food Safety Initiative: Food Fraud Think Tank
(@) BE15, Grey Market - 38X T IRUVOIEIBRENFFERS TS T9:8 - KENL0, 85/ WA - #5174

FISZDRL S DATREIZ T,

a market employing irregular but not illegal methods; Theft — something stolen; Diversion/ Parallel Trade —the act or

an instance of diverting, straying from a course, activity, or use

FSUINR 2N T A T F T 4 AL I DR THY, L DB IERLTT,
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Terminology

e Sunfiower oil partially substituted with mineral ofl
*  Mydrolyzed leather protein in milk

* Watered down ]
o Poultry injected with

hormones to conceal
diseare

*  Marmiul food colouring
apphed to frash fruit to

products using non
potable / unsele
water

¢ Dive oll deluted with
potentially tosi tea

cover defects
vee ol

* Copwsof Expiry, provenance

popular foods {urnafe orgn)
Tonic Japanese star

anuse LaDeled a0

not produced
with

sceaptable Chinese star anne
rafety Mulabeied recycied

sSurance tooking od

*  Melarmine added to enhance
proten value
*  Use of ynauthorized additives ¢ Sole of sxcess unreported product

{Sudan dyes in spices)

THE GLOBAL FOOD SAFETY INITIAT)

Figure 3., GFSi types of food fraud®
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